


intolerance, including on the basis of religion or belief.  But one thing has not changed: financing 
remains the lifeblood of terrorism, and countering it is key to effectively addressing this scourge. 
 
Terrorist groups continue to generate funds for their activities through legal and illegal means, 
including the abuse of legitimate enterprises and non-profit organizations, donations, 
crowdfunding, and the proceeds of criminal activity.  
 
In addition to using cash and traditional avenues to finance their activities, they have been 
innovating and using new financial means, such as virtual assets. As payment technologies 
develop and become more available, terrorists 



Information-Sharing Partnerships with the private sector, to enable law enforcement information 
to be proactively shared both ways.  
 
It also requires all stakeholders to work together to better identify and address terrorist financing 
risks, to assess the impact of 



And with support from the Netherlands and academic research institutes in South Korea and the 
UK, the Global CFT Programme, in partnership with the UN Office of Information and 
Communications Technology, has been working to develop 


